
User Application and Agreement for Release of 
Joint Army-Navy-NASA-Air Force (JANNAF) Interagency Propulsion Computer 

Codes To Qualified U.S. Government Agencies and Contractors 
 

 
 

JANNAF software and associated documentation are distributed by JHU WSE ERG under the following distribution limitation 
and export control statute: 

 
WARNING – This document contains technical data whose export is restricted 
by the Arms Export Control Act (Title 22, U.S.C. sec 2751 et seq.) or the Export 
Administration Act of 1979, as amended, Title 50, U.S.C., App. 2401 et seq. 
Violations of these export laws are subject to severe criminal penalties. 
Disseminate in accordance with the provisions of DoD Directive 5230.25. 
 
DESTRUCTION NOTICE -- For classified documents, follow the procedure 
in DoD 5220.22-M, National Industrial Security Operating Manual, 
Chapter 5, Section 7 or DoD 5200.1-R, Information Security Program 
Regulation, Chapter 6, Section 7. For unclassified, limited documents, 
destroy by any method that will prevent disclosure of contents or 
reconstruction of the document. 
 

The most restrictive distribution statement of any component is: 

DISTRIBUTION STATEMENT C: Distribution authorized to US Government 
agencies and their US contractors; Critical Technology; January 2020. Other 
requests for this document shall be referred to CCDC Aviation & Missile 
Center, FCDD-AMS-MMT, Redstone Arsenal, AL 35898-5000. 

 
-- USER AGREEMENT -- 

 
1. All users are required to comply with the above regulations and the following rules: 
2. All users of the code covered with this agreement should be identified in the registration list and be performing the work 

identified in the approved request. 
3. The user organization should notify the JHU WSE ERG software team help desk to: 

a. Remove personnel no longer performing this work 
b. Add new personnel to the registration list 

4. Users may install the code on multiple computers within the same facility used to support the work identified in the 
approved request. 

5. Users may NOT make copies of the code to support the work identified in the approved request. 
6. Users are responsible for protecting the export controlled data following all applicable markings and providing suitable storage 

of the data. 
7. Distribution restrictions: 

a. There is to be no redistribution or disclosure of JANNAF codes or any of their parts, especially as  
embedded within any other computer code, by any user except by permission of the JANNAF Exhaust 
Plume and Signatures Subcommittee (EPSS) TSG Chair or their designated representative. 

b. Users are NOT AUTHORIZED for secondary distribution of the code, any portion of the code or any variants  
created using any portion of the code. (As used in this agreement, “code” includes software executables, databases, 
companion utility programs, and documentation. As used in this agreement, “distribution” refers to the act of providing 
any form of code to any entity or individual not listed on the provider’s (JANNAF) registration form, including those 
within the provider’s team, organization or company and includes DoD or other government employees.) 

8. Expiration and Destruction of Information: 
a. Code must be destroyed upon completion of Government Contract unless user provides new contract information and 

expiration date. 
b. Security will be required to provide notification of destruction to include date of destruction, name, 

email, and phone of security representative that witnessed destruction.  
c. Official JANNAF codes consists only of the baseline code plus those updates, changes, and modifications approved by 

the JANNAF EPSS Configuration Collaboration Panel (CCP). Since subsequent versions of these codes will supersede the 
baseline code, all previous versions of the code, must be destroyed unless other arrangements have been made with 
the EPSS CCP or their designated representative. Destruction of the previous version of a JANNAF code must occur 
within 90 days after the subsequent version successfully runs the test case supplied with the code. 

9.  DoD SAFE and/or JANNAF Small Teams for the Transfer of Codes: 
a. Using DoD SAFE and/or JANNAF Small Teams to send ITAR sensitive software electronically. End-user will be required to 

handle software properly in compliance with ITAR/DFARS/NIST, etc. User’s computer should be appropriately 
‘hygienic’, particularly as it’s connected to the internet for access to DoD SAFE and/or JANNAF Small Teams. User and 
the Users IT Manager or Team should follow DFARS/NIST policies, enable firewall, run antivirus software, use strong 
passwords, etc. 



10. Any violation of any part of this release agreement can result in the revocation of the applicant's privilege to use JANANF 
codes. Additionally, all of the statements in this document stand separately. Should any one or more of them be voided by 
Judicial Decree, all the remaining statements will remain in force. 

11. The signature to this application signifies the intent of the principle investigator's parent organization to abide by all the 
statements comprising this application. It is therefore imperative that this document be signed by an individual, such as a 
company officer, with the authority to make such a commitment. 

12. Signatures: 
 
 

*Technical Point of Contact agrees to verify that all users have read and will comply with this agreement. 
 
Name:       Title:       
 
Signature:       Date:       
 

*Company Officer of Parent Organization who has authority to abide by all the statements comprising this application. 
 
Name:       Title:       
 
Signature:       Date:       

*Information Systems Security Manager (ISSM) agrees to verify that all users have read and will comply with this 
agreement and that each user pays particular attention to Paragraph 9: DoD SAFE for the Transfer of Codes. 
 
Name:       Title:       
 
Signature:       Date:       
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